




A potential suggestion is the use of something akin to the PRISM model (Probably Risk and Impact 
SysteMTM) used in Ireland. Used as a tool to support risk-based supervision, it explicitly recognises that 
we can only have a finite number of supervisors and that we must deploy them where they can make 
the greatest difference. While it is used across all forms of supervision (including prudential and 
conduct), the premise is that one establishes a means and methodology to risk-assess the firms under 
supervision, and then agrees the frequency and intensity of supervision as warranted by the 
documented risks.  
 
Information can be found on PRISMTM here:  https://www.centralbank.ie/regulation/how-we-
regulate/supervision/prism 
 
With regard to information sharing, ASB is of the view that there must be a clear lawful basis for the 
disclosure of customer information. Feedback summarised below:  
 

1. With regard to customer risk, if the intention is for customer-related information to be 
shared within the industry (i.e. and not just with supervisory authorities or law enforcement 
bodies) for the purposes of risk management, then a section within the Act expressly 
permitting this, and the conditions under which it would be permitted, would be welcomed. 
Such a move should involve direct engagement with the Privacy Commissioner.  
 

2. In addition, the obligations on Reporting Entities with regard to subsequent action off the 
back of customer information obtained would need clarification. For example, if information 
pertaining to a SAR reported by another bank is obtained by ASB, is ASB under an obligation 
to report/exit/heighten the risk rating of the customer?  

 
3. Once the CDD Programmes of reporting entities become sufficiently mature, and the 

respective back-books are refreshed to a significant degree, there is an opportunity for the 
Act to allow reliance on the fact that the customer’s identity has been verified to the same 
standard externally.  

 
   

1.8. Are the requirements in section 58 still appropriate? How could the government provide risk 
information to businesses so that it is more relevant and easily understood? 

No comments from ASB on Section 58 in terms of requirements. Consideration might be given to 
produce best practice examples of risk assessment formats across low, medium and high impact 
reporting entities.  
 

1.9. What is the right balance between prescriptive regulation compared with the risk-based 
approach? Does the Act currently achieve that balance, or is more (or less) prescription required? 

ASB is supportive of retaining the risk-based approach contained within the legislation (i.e. risk-based 
and principle-driven) but with additional clarity on expectations through guidance, codes of practice 
etc.  
 
There are opportunities ensure that Sections within the Act which carry prescriptive requirements are 
warranted based on the risk of money laundering or terrorist financing. Otherwise, the requirements 
should be contextualised by use of ‘as warranted by the risk of ML/TF’ – thereby putting the onus on 
the reporting entity to assess the risk involved and act accordingly. The entity can then be challenged 
by the supervisor on whether or not the risks have been appropriately considered and assessed, and 
whether or not the actions are adequate.  
 























4.32. Should we issue a regulation which states that businesses should be focusing on identifying the 
‘ultimate’ beneficial owner? If so, how could “ultimate” beneficial owner be defined? 

- Tipping Off: Introduce a line in the Act which allows for reporting entities to not perform 
CDD where there is a risk of tipping off. Have this at the discretion of the reporting entity 
but allow for this to be challenged via assurance, audits, onsite visits etc. 
 

- CDD: Introduce explicit requirements to perform CDD where: 
o There is a doubt to the adequacy or veracity of CDD on file 
o There is a suspicions of money laundering or terrorist financing 

 
- Additional Guidance: It is recommended that additional guidance be provided on CDD with 

regards to the following circumstances: 
o Minors 
o Vulnerable situations (care homes, homeless etc.) 

 
- Expired ID Documents: Would welcome formal position on the use of expired 

documentation in verifying identity. 
 

- Electronic ID Verification: ASB recommends that digital ID verification be supported and 
encouraged – leveraging the technologies that are available and that the public sources of 
information be leveraged to support general technological innovation in this space. The 
Digital Identity Services Trust Framework Bill aims to promote the provision of secure digital 
identity services provision of secure and trusted digital identity services that meet essential 
minimum requirements for security, privacy, identification management and 
interoperability, aims which we strongly support. It is also important that the development 
of digital ID framework laws have, as a baseline, alignment with AML/CTF and Identity 
Verification requirements, and be capable of being relied on for the purposes of fulfilling 
these requirements.  This will enable greater buy-in from the private sector and in turn 
should ensure that wider consumer benefits are realised.  

-  
o In order to more easily meet the requirements of section 15e) of the Part 3 of the 

AML-CFT-identity-verification-code-of-practice-2013 and given the incidence of 
fraudulent drivers licences, it would be helpful if Section 200 of the Land 
Transport Act 1998  could be amended to enable an original photo to be made 
available when completing an NZTA check. 

o Given the volume of customers who utilise preferred names / English names and 
other challenges such as spelling mistakes due to data entry errors, hyphenation, 
name order being different in different cultures and so forth, it can be quite 
difficult in many cases (particular for a new to country customer) to successfully 
obtain a matching customer name verification from two independent and reliable 
sources and we question whether the requirement for a second independent and 
reliable match clearly reduces the risk when there are other requirements such as 
17e) (linking the customer to the claimed identity). We request that consideration 
be given to:  

 Removal of the requirement in 15a) for two independent and reliable 
matching electronic sources    OR 

4.33. To extent are you focusing beneficial ownership checks on the ‘ultimate’ beneficial owner, even 
though it is not strictly required? 
4.34. Would there be any additional costs resulting from prescribing that businesses should focus on 
the ‘ultimate’ beneficial owner? 
4.35. Should we issue a regulation which states that for the purposes of the definition of beneficial 
owner, a person on whose behalf a transaction is conducted is restricted to a person with indirect 
ownership or control of the customer (to align with the FATF standards)? Why or why not? 
4.36. Would this change make the “specified managing intermediaries” exemption or Regulation 24 of 
the AML/CFT (Exemption) Regulations 2011 unnecessary? If so, should the exemptions be revoked? 
4.37. Would there be any additional compliance costs or other consequences for your business from 
this change? If so, what steps could be taken to minimise theses costs or other consequences? 
4.38. What process do you currently follow to identify who ultimately owns or controls a legal person, 
and to what extent is it consistent with the process set out in the FATF standards? 
4.39. Should we issue regulations or a Code of Practice which is consistent with the FATF standards for 
identifying the beneficial owner of a legal person? 
4.40. Are there any aspects of the process the FATF has identified that not appropriate for New 
Zealand businesses?   
4.41. Would there be an impact on your compliance costs by mandating this process? If so, what 
would be the impact? 
4.42. Should we issue regulations or a Code of Practice that allows businesses to satisfy their 
beneficial ownership obligations by identifying the settlor, the trustee(s), the protector and any other 
person exercising ultimate effective control over the trust or legal arrangement? 
4.43. Would there be an impact on your compliance costs by mandating that this process be applied? 
If so, what is the impact? 
4.44. Should we remove the requirement for enhanced CDD to be conducted for all trusts or vehicles 
for holding personal assets? Why or why not? 
4.45. If we removed this requirement, what further guidance would need to be provided to enable 
businesses to appropriately identify high risks trusts and conduct enhanced CDD? 
4.46. Should  high-risk categories of trusts which require enhanced CDD be identified in regulation or 
legislation? If so, what sorts of trusts would fall into this category? 
4.47. Are the standards of verification and the basis by which verification of identity must be done 
clear and still appropriate? If not, how could they be improved? 
4.48. What challenges have you faced with verification of address information? What have been the 
impacts of those challenges? 
4.49. In your view, when should address information be verified, and should that verification occur? 
4.50. How could we address challenges with address verification while also ensuring law enforcement 
outcomes are not undermined? Are there any fixes we could make in the short term? 
4.51. Do you currently take any of the steps identified by the FATF standards to manage high-risk 
customers, transactions or activities? If so, what steps do you take and why? 
4.52. Should we issue regulations or a Code of Practice which outlines the additional measures that 
businesses can take as part of enhanced CDD? 
4.53. Should any of the additional measures be mandatory? If so, how should they be mandated, and 
in what circumstances? 



























means, but does not explicitly state, that records must be available 
immediately, or upon request.   
The Act does not set out how long businesses should retain 
account files, business correspondence, and written findings.  

Issue a regulation which requires businesses to retain account 
files, business correspondence, and written findings for five years. 

There is no requirement that copies of records must be stored in 
New Zealand, particularly copies of customer identification 
documents.  

 

There is currently no requirement for ordering institution to 
maintain records about beneficiary’s account number or unique 
transaction reference number. 

Require ordering institutions to keep records on beneficiary 
account number or unique transaction numbers. 

It is currently not clear that wire transfer obligations apply to an 
underlying customer for MVTS providers that use agents. 

Issue a regulation stating that the originator or beneficiary of a 
wire transfer is the underlying customer, not the MVTS provider’s 
agent. 

No comments.  

There is a current Ministerial exemption in place that enables 
members of a DBG (that are reporting entities) to share a 
compliance officer, subject to certain conditions. The intent is to 
reduce compliance burden across members of a DBG.  

Amend the Act to allow members of a DBG to share a compliance 
officer. 

ASB is supportive of this change. 

 




